PASSWORD RULES

DPRIS uses an industry standard process for establishing passwords.  These rules are called Strong Passwords.  The following rules must be followed:

• Each password must contain:

1. a minimum of fifteen (15) characters

2. at least one uppercase alphabetical character



Example:  A B C D E F G 

3. at least one (1) lower case alphabetical character



Example:  a b c d e f g 

4. at least one (1) numeric character



Example:  1 2 3 4 5 6 7 8 9 0

5. at least one (1) of the following special characters:



!  @  #  $  %  &  * ( )  -  _  =  ,  .  :  ;  ?  ‘  “ 

• Each password must NOT: 

1. contain a space.



Example:  US Gov

• The password may not be changed more than once within a 24 hour period.

• The password must be different than the last ten (10) created by the user.
Your password should be something you can easily remember; however, they should not be something associated with you.  Do not use a relative’s or your birthday; names of your spouse, children or pets; house numbers or office codes.  A common practice is to use passwords similar to the ones found on vanity plates.  The following are incomplete passwords and provided only for information.  Each DPRIS password must be fifteen characters in length.

Gr82cu…. 

4Me!....

Icu8@...

Im#1….

Ur#2….

Go4$s..

Work!...

